
digital devices 

 

ISP - Ver.01 - Last Reviewed August 2025 - Next Review Date - August 2026 1 of 1 Updated August 2025 

Digital Devices Limited  

ISO/IEC 27001:2022 

Information Security Policy 

 
 

Digital Devices ltd. is committed to protecting its information assets and those entrusted to us by our 

customers and partners. To this end, we have established, implemented, and maintain an Information 

Security Management System (ISMS) in line with the requirements of ISO/IEC 27001. 

 

The key principles of our information security commitment are: 

• We are dedicated to ensuring the confidentiality, integrity, and availability of all information assets 

within our scope of "Reseller of IT Infrastructure Equipment and Cloud Services." This includes 

protecting customer data, supplier information, and corporate intellectual property from unauthorized 

access, modification, or destruction. 

• DD’s ISMS is designed to ensure compliance with all applicable legal, statutory, regulatory, and 

contractual requirements related to information security and data protection. 

• We employ a systematic risk management process to identify, assess, and treat information security 

risks to a level acceptable to the company, thereby safeguarding our operations and service delivery. 

• Business continuity plans, including disaster recovery procedures, are established, maintained, and 

tested regularly to ensure the resilience of our critical business functions. 

• All personnel are provided with regular information security training and are aware of their 

responsibilities in upholding this policy and protecting our information assets. 

 

 

This policy demonstrates the unwavering commitment of Digital Devices ltd. to maintaining a secure and 

resilient operational environment for our customers, partners, and employees. 
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